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PROGRAM-SPECIFIC REQUIREMENTS

PROFESSIONAL MASTER’S DEGREE IN CYBER SECURITY
1. In what capacity do you hope to be employed after completing your degree (Check one please):


(  ) Chief Information Security Officer


(  ) Information Security Risk Analyst

(  ) IT Security Engineer



(  ) Computer Forensics Investigator

(  ) Information Assurance Analyst


(  ) Malware Analyst

(  ) Security Systems Administrator


(  ) IT Security Architect

(  ) IT Security Consultant/Specialist


(  ) Security Auditor

(  ) Ethical Hacker




(  ) Penetration Tester

(  ) Cryptographer




(  ) Security Specialist


(  ) Other (Please specify)       ____________________________________________________________________

2. Please describe how much of your previous degree(s), if any, or your professional career was devoted to the study of computing, computer applications, cyber security or anything that you think is relevant to the contents of the current program you are applying for?

3. What do you expect from the Cyber Security program experience and the Cyber Security graduate degree? What do you specifically aim to learn at the end of this program?


4. Which particular course or courses in the program are particularly attractive for you? 


5. How much time do you think you will have available to you for studying for the Graduate Program in Cyber Security?


6. If you are currently employed, what would be your employer’s attitude to your proposal to enroll in the program you are applying?

RELEVANT BACKGROUND

Please rate your experience by grading each field based on a scale between 0 and 4.

(0 – None,  1 – Elementary,  2 – Fair,  3 – Good,  4 – Excellent) 

1. Operating Systems


Windows                    Linux/Unix                    Mac OS                    Android                    Other


2. Programming/Scripting Languages


  Python
     Java
        .Net            C/C++        SQL               Other (specify and rate)


3. Databases


  Oracle
    MS SQL         MySQL
 Access  
      MongoDB          Other 



4. Familiarity with Internet Protocols; e.g., TCP/IP, SMTP, DNS, HTTP(S), FTP, DHCP, etc.

5. Familiarity with Encryption Technologies; e.g. AES, DES, RSA, (EC)DSA, etc.

6. Familiarity with Security Protocols; e.g. SSL/TLS, IPSec, Kerberos, SSH, etc.











































































































































































































































































































































































